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This tutorial will cover both basic and advanced Android Dalvik programming concepts and how they can be implemented efficiently and securely within the Android permission model. In addition, we will present examples of Android code that is not well designed both in terms of security and power consumption and the potential implications of such code in the reliability of an Android device. We will conclude by presenting what are currently considered the best coding practices. Our goal is to assist both experience and novice mobile developers steer away from security and reliability pitfalls in their code while delivering efficient and robust applications.
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Over the past few years, Dr. Stavrou's research has focused on two aspects of security: Systems' Security and Reliability. In the context of the first, he is working with NIST as part of the DARPA “Transformative Applications” effort that seeks to secure Android mobile phone devices against kernel-level attacks. Furthermore, Stavrou is the GMU PI participating along with Columbia, Stanford, and Symantec in the IARPA “StoneSoup” effort. In addition, the PI is funded by DARPA under the CyberGenome project to perform analysis on the phylogenetic origins of malware. Dr. Stavrou is currently supported by a NSF Trustworthy Computing (NSF-CNS-0915291) grant on “Scalable Malware Analysis using Lightweight Virtualization”. This effort seeks efficient methods to collect and analyze the nature of Internet malfeasance.