In recent years, the use of models in the development of complex software systems has been steadily increasing. Advocates of model-based software development argue that 1) the use of models can reduce the time, cost, and effort needed to build complex software systems which satisfy their requirements and 2) model-based approaches may be effective not only in development but throughout the lifetime of a complex software system. The problem addressed by software modeling researchers is therefore evolving to encompass not only development but the complete lifecycle of complex software systems. This talk will address many issues in model-based software development, including: What is the current and future role of models in software system development? What benefits can we obtain from the use of models not only in development but throughout the software life-cycle? What are the barriers to using models in software system development and evolution? What are the major challenges for software modeling researchers during the next ten years?
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